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ABBEY PRIMARY SCHOOL 

REMOTE LEARNING POLICY 
 

Remote learning policy 
 
1. Aims 
 
This remote learning policy for staff aims to: 
 

• Ensure consistency in the approach to remote learning for pupils who are not in school. 
 

• Set out expectations for all members of the school community with regards to 
remote learning. 

 
• Provide appropriate guidelines for data protection and safeguarding. 

 
2. Roles and responsibilities 
 
2.1 Teachers 
 
When providing remote learning, teachers must be available between 8:30 and 4:00. 
 
If they are unable to work for any reason during this time, for example due to sickness or caring 
for a dependent, they should report this using the normal absence procedure. 
 

When providing remote learning, teachers are responsible for:  

• Setting work 

o For their class/ year group. Teachers are to work together to decide. 
 

o In KS1 & KS2, 5 pieces of work will be set per day: SPAG, reading, writing, maths & 
one other which might be theme/science/foundation subject. 

 
o In EYFS, 3 challenges will be set per day: phonics, mathematics and theme. 
o Work needs to available for pupils from 8:30am. 

 
o EYFS will use seesaw, KS1 & KS2 will use google classroom.  

o Providing feedback on work 

o Feedback on at least 1 piece of work per day. 
 

o Acknowledge receipt of all learning handed in. 
 

• Keeping in touch with pupils who are not in school and their parents: 
 

o Phone or email parents if their child is not accessing their learning and find out why. 
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o Let SLT know if there are children that concern you. 
 

o Staff should continue to be vigilant at this time and follow our usual online 
safety and safeguarding / child protection policies and procedures, contacting a 
safeguarding lead directly by phone in the first instance. 

 
2.2 Subject leaders 
 
Alongside their teaching responsibilities, subject leaders are responsible for: 
 

• Considering whether any aspects of the subject curriculum need to change to 
accommodate remote learning. 

 
• Working with teachers, teaching their subject remotely, to make sure all work set is 

appropriate and consistent. 
 

• Alerting teachers to resources they can use to teach their subject remotely. 
 
2.3 Senior leaders 
 
Alongside any teaching responsibilities, senior leaders are responsible for: 

• Co-ordinating the remote learning approach across their phase. 
 

• Monitoring the effectiveness of remote learning across their phase. 

• Helping staff and parents with any technical issues they are experiencing.  

• Assisting pupils and parents with accessing the internet or devices. 
 
2.4 WLT technical support 
 
IT staff are responsible for: 

• Fixing issues with systems used to set and collect work. 
 

• Reviewing the security of remote learning systems and flagging any data protection 
breaches to the data protection officer. 

 
2.5 Pupils and parents 
 

Staff can expect pupils learning remotely to:  

• Be contactable during the school day. 

• Complete work to the deadline set by teachers.  

• Seek help if they need it. 

• Alert teachers if they are not able to complete work. 
 

• Take part in  google meetings  in  a  suitable  environment  and  be  appropriately  dressed 
(uniform isn’t necessary, but they should be fully dressed in clothing that covers top 
and bottom half of the body). 

 
• Use a virtual background for any google meetings. 

 
• Staff can expect parents with children learning remotely to: 

 
• Make the school aware if their child is sick or otherwise cannot complete work.  Seek help 

from the school if they need it. 

• Be respectful when making any complaints or concerns known to staff. 
 

• Be aware if google meetings are taking place and make sure they are also suitably 
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dressed and use appropriate language and behaviour when nearby or in the background. 
 

• Spend time speaking with their child(ren) about online safety and reminding them of 
the importance of reporting to an adult anything that makes them feel uncomfortable 
online. 

 
2.6 Governing board 
 
The governing board is responsible for: 
 

• Monitoring the school’s approach to providing remote learning to ensure education 
remains as high quality as possible. 

 
• Ensuring that staff are certain that remote learning systems are appropriately secure, 

for both data protection and safeguarding reasons. 
 
3. Data protection 
 
3.1 Accessing personal data 
 

When accessing personal data for remote learning purposes, all staff members will:  

• Access data through SIMs. 

3.2 Processing personal data 
 
Staff members may need to collect and/or share personal data such as email addresses and 
phone numbers as part of the remote learning system. 
 
Staff are reminded to collect and/or share as little personal data as possible online. 
 
3.3 Keeping devices secure 
 
All staff members will take appropriate steps to ensure their devices remain secure. This 
includes, but is not limited to: 
 

• Keeping the device password-protected – strong passwords are at least 8 characters, with 
a combination of upper and lower-case letters, numbers and special characters (e.g. 
asterisk or currency symbol). 

 
• Making sure the device locks if left inactive for a period of time.  Not sharing the device 

among family or friends. 

• Installing antivirus and anti-spyware software. 
 

• Keeping operating systems up to date – always install the latest updates. 
 
 
 
4. Safeguarding 
 
With the increased use of digital technologies that comes with remote learning, safeguarding 
implications need careful consideration. 
 
While we will be doing our best to ensure links shared are appropriate, there may be tailored 
advertising which displays differently in your household or other changes beyond our control. 
 
The following websites offer useful support: 
 

• Childline - for support 
 

• UK Safer Internet Centre - to report and remove harmful online content 
 

• CEOP - for advice on making a report about online abuse in addition, the following sites are 
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an excellent source of advice and information: 
 

• Internet matters - for support for parents and carers to keep their children safe online 
 

• London Grid for Learning - for support for parents and carers to keep their children 
safe online 

 
• Net-aware - for support for parents and careers from the NSPCC 

 
• Parent info - for support for parents and carers to keep their children safe online 

 
• Thinkuknow - for advice from the National Crime Agency to stay safe online 

 
• UK Safer Internet Centre - advice for parents and carers 
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APPENDIX: National Online Safety Agency Top Tips For Parents: 
 
 

 


